YAN-REIREERESD éﬂ’f I\~ (ACD)

W

Vol.7 (2026/¢ 1H8H8)
TOKIO MARINE g

BZAhR[ 42BN )B4\ —B5iHl (ACD) 122X 5BATHEBEDOT Y 1>

—AJFUIIIARBEYAN-tF21VFTBEREZ X5 2 DO EHH]

2022 £ 12 AOIERTZELRIEHEE N8BT
oo BRBAFICEL D BEBIRI T A/V—BA1H (active
cyber defense) | (BAF : HAAR ACD) 0OE
Ald. 2025 & 5 BB\ —-x34L5e g biE R

UEEfmZE (LT : ACD BEE) OBIZICHEL,

ERNREEEFEOE CE—D0E Bl X, U
U. BAMR ACD 15193 (7)) EREE®RE
(1) BEBHRANA (V) 77X EBEL. 0&E
RRIEETRTEY . TOERHFZZ X SR EEBFI DR
Evvofz. BRI/ REZAEi|(E. ACD BhEx
MEATEHEEDERRIAE TRR THHET TLS,
ACD BEEACEAISNEEREDHRAERICK
B¢, BAIR ACD (CLBBRIERBEDEFICOVT,
BREEREPEEBEROFMAE. (A) RWE
BAN-tF1UF1t>5— (NISC) DOFEERICR

FRICEDENMBZNEER - AR OFHREICLD.

5T (B) 7ItR-EE(L(F. BROMEE
U. Z26U<EEEBOBBBNES. EBEIS
WMFBOTIER - EELE, (C) FEROIRTIH
RADER]- BERFGRZIEL . EAMPLHASZED
BENFBIEINZEN. ZEREBERLOBRA M
OESENS. (D) EREZSREESE (NSC) &
ZOHEIEF/ (NSS) LOBRZREHE - AEEEE
anz'.

*BERIARED SN\ -REREARE HAFRE

BLfEA PR

T — L %
PR =8

M FZBEFER . RIS TRIEEDEIMNEFHIDFE
fitTAFROIMBZE(C, BANR ACD ZsH<dEH/
RSB B R CHIMIRBATHREZH B
BEEERT D, CCTHRIBOHFINS, Rl
AN=tFIVF7(BER (LUF : CS BER) OFRE ]
ZREFA [BIROA>TIZTOAEE] (LA @ I
FOIEHRKEE) ZRET M SR 0%ElZ
RIcg. LEL 4B T (A) & (B) (THHETD
BUAFHEREICERZRD. SmRoflEzB157.

1. B&IR ACD DESNEE—LBDOEE(L

2025 £ 12 B 23 BICEERESNHR
[\ —tF1UT (8BS |(E. ENERM L (CEE
MREEIERIEITEERALILIZ T, BAIFIC
LDNEMAT/REBA R mz s E X . HAM ACD
D (7) ~ (7) OFEZABEEIC. MEROEK L 12
REOBHN(GEFTEDDOBKRBEZEBKRT S
HitERg?, BAIR ACD %. B4 DSBS
B2 CEKS 3L —EOWE) (v —
SEIEZ D% A . AR ACD OFA (active) (3.
CS BERTOIBATDEE] (2Bh) OEEE &L
SIHSARMIBEEHMMTES. ASNERG

! ARBERERIANHEE (UTF:Nco) THAN—NEER B EIERUVREEmECOVNT] (2025F 9 A) (3638 B,

2 NCO [HAN—TFI1UT(HRER ] HAN\—tF1)7(8BSASD BIERE (20254 12 A 23 H) 3-4H,10-20 8,

© 2026 Tokio Marine dR Co., Ltd. All rights reserved.


https://www.cas.go.jp/jp/seisaku/cyber_anzen_hosyo_torikumi/pdf/setsumei.pdf
https://www.cyber.go.jp/pdf/policy/kihon-s/cs_strategy2025.pdf

2010 FERICEETHRITL  SFEETIEHKE. S,
ASIAEVORED CS EBRICEHBNS., TED
St RETEED CS BERDINSH1 LB,
CO CS BERDINSH A LADERIBREN . HAIR
ACD BADESRMNEERD—DITHBI, [ERE
PRIEHEDS | O EZ2MEBONETAKEEF L EE
Pk 1ogenZzBEL TEASNIZEAM ACD ©
(7) ~ (7)) OfFE. HLUTIBHFO®E (2
Bh) o). BRtwsy-TolBR L
[HB) OEEZZ X BECE3EZREMARTDCS
DIJYATL#IEEBIETRTIE—E93%°, 2L
T. COUIEEHAK ACD OB b(CElT, BFFE
BESETOREENEGREINTERON. B
BECAMN [T OBIRILAE | D38 L THOE,

2. CS BEREAOTVITII AR TH B

20 tHiCOmAEHEAC SEHEACHII2IES 1B

(SIGINT) ZEZIztk R BRBER - 2 BIFEROUR
& -DziEl T FEBFOREBRREEZZ X1
>3 21> X B (national intelligence
services : NIS) (&, 20 tHf2&¥ROIMA/)(—
ZEZHCRREREBER IO EANS—EUT
BBRTII-ThoI . 212U, TNISIETCS (7
R) OB EEER - IRGHSWRE, mEORE
ZREGLATO 2 DOEENS S UEHEFE TR,

YAN-L2RELEBHITAN\-F5H (ACD)

2 1 (CBE® NIS (&, ENMCEHRINE - DA
ZBUBRAEEDEBRESIE 1ELD NIS
BEBOEHBEEI1>TUDIOR (B 12X
A3, BEFEHRFANSE=EOWZEDT
DEAFTCIERTZEREBROLOOY () —-2ZE
BIOFSER1ZZES|ILTE, UMU. ZNUE NIS A
FIZEERBESBEEORYNI-IHEDHOER
EBEEEEOICS (BER) JI0ERKFTETES|
UCERCEZRRULRV FEERY(C(E 20 it
KOIEHRET 1T 1PRICSI0EEK(E. REEE
THZREN. NIS CERZHEBEOEMRLLICLS
[CS =17/ 1bEMENTElz, Z3LEICS O=
1ZF711& NIS WERTH R Z S Z2RIE
J21Z511(F BROBEHREBZHCEBOT
BENKEK RETOMSEHFBHROBIKRVPER
NEZIHLEIER D BEBLDRREBOTERS,

28 2 (. EFEORE NIS (L&D CS BERADE
53, giERcatne NIS OBRBEHRLLTO>T
U1 ADBENSR T 2BERZZD. HIREFE
BMEEONARE ., TED NIS (CL2EBADERL
BRI NIS DIBFERINEE - DITDOBRRDN.
BERRTEELE NIS 2T AY1IIA
THEE SHBEINZEVIRTELERRD . BRDiE
Z(L/EETO NIS OEEIB. 1>TUS T AOBA
{bZEEE I 218, NIS HNBERRZR - BUTICRESL

3 mETOMTAEERTIO—F (interventionist approach) [EIFIEFNS CS BERD/551 LICDWTIE, BITF #8488, Ciaran
Martin, “The Development of the United Kingdom'’s Cyber Posture,” in Deter, Disrupt, or Deceive: Assessing Cyber
Conflict as an Intelligence Contest, ed. Robert Chesney and Max Smeets (Georgetown University Press, 2023),

206-215.

4 KO 3 HEOBFOEEIOEEE (EROEEOBENE) OBEF. 3 HEDHIESKEOM T %LEPIESIR. White House,
National Cybersecurity Strategy, (March 2023), 4-5. ; Department of Home Affairs, 2023-2030 Australian Cyber
Security Strategy, (November 2023) 5, 30.; National Cyber Security Centre, The Netherlands Cybersecurity

Strategy 2022-2028, (October 2022), 3-4, 8.

® COBAKR ACD ORBAR(. FIZIFUTFESER. NCO [H1/\—3Eehss AR UREEMECOVT] (202549 A) 5 H.

¢ NMERE [U1/(-Z2EESFF TOMEEEDOM LCHEFTIRSE ] YN\ -R2EEATF TOMISENOB LA EE#ERS

(2024 118 29H) 68, 13-14 K,

7 COROLEMERE XESR TEAE [HA\—tF1UT1EA > TUD T ABI— KR ICHIFBEAMZEALD 1> ) I N ITERREA I

179 5 (2015 & 2 A) .44-56 B,

8 CS BbkE® 2 2R MBPBEFIRIZT1=T(OEEZOREL. HIX (U T%S88, Sergei Boeke, “First Responder or Last Resort?
The Role of the Ministry of Defence in National Cyber Crisis Management in Four European Countries,” (Leiden

University, September 2016) 4-5.; Jason Healey, “The U.S. Government and Zero-Day Vulnerabilities: From Pre-

Heartbleed to Shadow Brokers.” (Columbia University, November 2016).

© 2026 Tokio Marine dR Co., Ltd. All rights reserved.


https://bidenwhitehouse.archives.gov/wp-content/uploads/2023/03/National-Cybersecurity-Strategy-2023.pdf
https://www.homeaffairs.gov.au/cyber-security-subsite/files/2023-cyber-security-strategy.pdf
https://www.homeaffairs.gov.au/cyber-security-subsite/files/2023-cyber-security-strategy.pdf
https://english.ncsc.nl/binaries/ncsc-en/documenten/publications/2022/december/06/the-netherlands-cybersecurity-strategy-2022-2028/TheNetherlandsCybersecurityStrategy2022-2028.pdf
https://english.ncsc.nl/binaries/ncsc-en/documenten/publications/2022/december/06/the-netherlands-cybersecurity-strategy-2022-2028/TheNetherlandsCybersecurityStrategy2022-2028.pdf
https://www.cas.go.jp/jp/seisaku/cyber_anzen_hosyo_torikumi/pdf/setsumei.pdf
https://www.cas.go.jp/jp/seisaku/cyber_anzen_hosyo/koujou_teigen/teigen.pdf
https://www.bing.com/ck/a?!&&p=7e1612f19eec7b48754a9ebdede5ee53c85037a82dbe86c284eeb7516dab5856JmltdHM9MTc2NTg0MzIwMA&ptn=3&ver=2&hsh=4&fclid=1e2ac200-06f2-6702-1abc-d08007456652&psq=First+Responder+or+Last+Resort%3f+The+Role+of+the+Ministry+of+Defence+in+National+Cyber+Crisis+Management+in+Four+European+Countries&u=a1aHR0cHM6Ly9zY2hvbGFybHlwdWJsaWNhdGlvbnMudW5pdmVyc2l0ZWl0bGVpZGVuLm5sL2FjY2Vzcy9pdGVtJTNBMjg4NzI4OC9kb3dubG9hZA
https://www.bing.com/ck/a?!&&p=7e1612f19eec7b48754a9ebdede5ee53c85037a82dbe86c284eeb7516dab5856JmltdHM9MTc2NTg0MzIwMA&ptn=3&ver=2&hsh=4&fclid=1e2ac200-06f2-6702-1abc-d08007456652&psq=First+Responder+or+Last+Resort%3f+The+Role+of+the+Ministry+of+Defence+in+National+Cyber+Crisis+Management+in+Four+European+Countries&u=a1aHR0cHM6Ly9zY2hvbGFybHlwdWJsaWNhdGlvbnMudW5pdmVyc2l0ZWl0bGVpZGVuLm5sL2FjY2Vzcy9pdGVtJTNBMjg4NzI4OC9kb3dubG9hZA
https://jia.sipa.columbia.edu/news/us-government-and-zero-day-vulnerabilities-pre-heartbleed-shadow-brokers
https://jia.sipa.columbia.edu/news/us-government-and-zero-day-vulnerabilities-pre-heartbleed-shadow-brokers

BV EERDZIREBL (SIRARLSZ,

Bl D= AR THS (A) - (B) OZFER
OFBREORET BAADIBARCEEEL11B, CS BER
OFFENMSINE NIS (3. RRIBZEES . {EF
DA>FUSIO AT INADBERREE L (ERRS
HAIY—EEBHERINZRENHD. NIS O
BEZEPBERBITH S ORI A ZHIATH R
RAIDS OB B BRSNS, 5. AERORA(.
TBEHRUNEE - DATCLBBERREZIBE VSRR T
1OFUS IO ADEFHOESIRENS M ETHY.
NIS NSELR(CMETES (TRE) BOTEHRL.

SO TCREOKERTE. BITOIERILEER CS
BEROBEISA>TRHEEIT 38 NIS AEDIR
BINSOEIsT 2931 B ZimE - ER
IEEEI G AEHFUTEETS (A) - (B)
ORI TNICHIZ R, L. M&EEZOEE
BIYAN-INBOMEESE [LMIEE 0V
(VERT BNV TR BHLBEZEZ TR,

3. A: BHOEEREECMEEZIBOMRE

T, FEIBF(CGREINS CS FFIE(.
—HRNCEAYAN-IRE(CLDRIEL(PIIROE
FENEEE | OXLENBE (UT : HEE
i) 2fEFEET B TOFREAEROBRIGIHR
HEMHEAOEE. Bt S TR, B8
TR DIRMETZIRTE DN, ECTRDHEN
ST FFIEPEFRESEN S, IOSUVERFD
CS FPIHEE (. RERFTZAERU CERT fHi#
EUCOREZ TSNS E @A TH D,

T, FCKEBREDOHA CS FPFWERDLE
Tld, AT CS EPIHERIE NIS OBMRIEDBER

YAN-L2RELEBHITAN\-F5H (ACD)

PEREAERITVS, EREERLLEEDEEDS
ERYA NI+ R—IADRNESTEIC, &
ETImE OB I EEETED.
EEfED NIS DEEHEBED/ W)y 78U TR
CS BF RO EE X EmbzitH &,
TOIERZEBHO—D(E. 2016 FFiRDR
EERYAN-tF1U71t>49— (NCSC-UK)
THh. NCSC-UK (ZEFF CS HFIERACLT. B
FIRM A R ICED(BEROVIREEIBEHEZ
BTN, REBMMEEAE (GCHQ) OF
FIAMA. SIGINT 285, FEIMNE NIS hoDHms|E
o=, GCHQ NEEROEFAFERTS
Iz, BIERM E(E GCHQ OFZETFICENMNI. €
M—75T NIS ELTH GCHQ ORLER T E0RIE 1
EHRAREARANO—RERA (L. BAF CS HPIH
BELTHE REECLDWEEIEICEIEKXRR
PEEEL 13D, COREEEMTEARICENF. NCSC-UK (&
GCHQ tiEfEEN DD, GCHQ AhERRBERIE
FRAITEE2NZ L BMMeL TR,
GCHQ A4RERRD, NCSC-UK (&0 R0
PRl zEh(C, AR RIBRFELTTIN —F
Z BRI M ZE. GCHQ DBEH7ZERE
ULEEN S B RIEEE T, FRA REEEY
—E2EEEHLTVS Y,
TOUREURE 2 2 3 HIE ST, EECEL T
%o NIS LIBF CS BRI M E DFRRYEE
B0LET, &% NIS Ol KB TBRkd5H
EEFIE. M. hF4. TOR=9. RADI-F2¢
VWoE4 MEAT 3. CNICHUKREP AT A0
DI EHHIFL DD, NIS OE RiEEHL
BTN SBORBMARTEL T mEOE
Ry IR EE 8L TRIBRDZNR 2B KT B[E 4 B

® AXFIDIDADERLE NIS OITENRSECBIT ML, FIXERESR. IWWHEE [BE, 1 OFUSTOAGRERON] (BEFE

BRARFHRE. 2021 F) | 16-37 B,

10 (A) OEMIBERIOSEATIAR. AR 3 BinsERE. BIEO5|I A THIDMEVRDE. T2, BF 5E [TERILIERI0H
VWE—IAFOWCKEECLZBFOY AN\ -R2RIEFHHREOER] ARIA—30) 305, 585115 (2024 £ 11 ) . 45-

548,

11 NCSC-UK DAIERFEEFISE 3 BAWNTRESIE, Robert Hannigan, Organising a Government for Cyber: The Creation

of the UK’s National Cyber Security Centre, (RUSI, 2019).

© 2026 Tokio Marine dR Co., Ltd. All rights reserved.


https://static.rusi.org/20190227_hannigan_final_web.pdf
https://static.rusi.org/20190227_hannigan_final_web.pdf

%, WINHEEROE 7 DLLBEBAZRECUIRTS
BB BRIBHRERZREL. BE2A0BRINT
1BiE - BRMLEENOE EIF2R 2SN DD %

4. B: BUSOIEHRIgHEME(LEBOEIE

[ AT DIZEIDFEABR( L | DBRR DN T, ZEE
FFIBIEADBRIEESNIAREE IR (LT, 10
EBOMEERE (I 2E(C/FE] (BUF :
HEEFE) DBRUTER, TDRNTE, E
(CEAENS C&C H—N—DiERADBALHRE
ZEEO BNIADIEIED V) AZ 5B E
BRI ZORVXITIC(TEELOIERNETF
R RRDIADA - T 4> OFEBAE AR B R ER
D, BRIDIERIND T I A ZBUIBHRUNEE - 4T
ZIEFZCE DI DEERD,

TOHERIIENS . BEC/EELEAFZEDE
B TR P E SR OEMNER EEB(E(CARMLY
%o TDOR TEHATHERI ESHAEME NIS 03t
B TOHIRIIA—-AB B (AT : #E(L TF)
HEINBHEIEZ, KEEBIEER (FBI) E
BOEZFRIANIEBEREIAITA—-X

(NCIITF) ™o, KEH(/)(-E

(USCYBERCOM) FED#EEF1UT17)—
7 (ESG) ' ($8aBIfITHS, COfth, FEFHA.
GCHQ. W= EHRED (SIS) HxtEkikREE 9%
HEERYA/N-EBEE (NCF) o4, S @

YAN-L2RELEBHITAN\-F5H (ACD)

£ (AFP) ENESHE (ASD) OB4A/)N-3E
FRERMNOEE(LHEREEPR EHIL B2,
INSIEEAL TF P40 TF BELAEREOFESEHY
TIN5, TOHEE - BERIIROD 3 RITEHIEN
%. 25 1 (C. NIS OBENZERURY—T T4
FTEORRATE LV T VB ERSIE
(intelligence support for operations) J.
56 2 (2. BURAS ORI EBMZRE L O/FE EOE
Ze[ol# (deconfliction) DFAZE. 55 3 (CFE—
MER COENFEEF UL TF @R EHESRITO
XHLMEBRDBR R HEHS L DB DRARE ST

HEERMOERIETHSS,
COBENLTFE. (A) EERBEIRT NIS K

HREDBIMFTIEN HSHE 112D BERREED
B BRI DR BRTE SR L BRI D 8T - YR8 AR DB
HRUNEE - DATRENKREL, [{EEA>FTIZ IR
DOmtE (ops/intel-fusion) 1EMF(ENZBHID
NIS LFERBDITENRIBLERINDNS THD.

5. QIVICH AT—BFROBREHERR

BAE®D 2 DOFEMARRL(F. LWINE NIS A4KD
[RIB[RBIE R DEMRN RSN H S ITHD,
ITEOD CS BERDEFE NIS ORENEE =i
U, BIROBHREREZERUARL —23>%1BU
T CS BERMITZIET D, LIELU (A) (R #E
EXEOHOIMBRFAE L ERESEZE

12 4F R [CTI 04/ MiBEIE I 2BF01>TUS 1A BEHRSTAT $tRiifs (2024 £3 A 1 H) 8-18 &,

BARRO (B) OMEMIEROTITIARASPICAIREE 4 BT, BIROSIFEETHONEVRDIE. U T2, BF £E [EXE
FEEROIM AN BN LB N —FEEE D DEBOER—KEEATIEICHII I — BEOHRE IDBIR(CEE UL BB HIH

RITZERIBEBEATT] £ 455£25 (202443 A) 177-201 &,
14 FBI, “National Cyber Investigative Joint Task Force,”(no date); White House, National Cybersecurity Strategy,

(March 2023), .11-15.

15 U.S. Department of War, “How U.S. Cyber Command, NSA are Defending Midterm Elections: One Team, One

Fight,” (August 2022).

16 National Cyber Force (NCF), “Responsible Cyber Power in Practice,” (April 2023).; NCF, “National Cyber Force

Explainer,”(no date).

7 B85 4 SN CS #B& 21 Efth, /x%SHR. David Hollingworth, “AFP Commissioner Outlines Medibank Hacker Hunt

and Impact of Sanctions,” CyberDaily.au, February 15, 2024.

18 REFEOSTR(E, BIEE 13 DEFH. U T OFEITHZEESE. Anonymous, “All about access: Insights from NLD DISS
Cyber Operations and Their Implications for Digital Striking Power,” Militaire Spectator, vol. 191, no. 9 (September

2022). ; Evan Munsing and Christopher J. Lamb, Joint Interagency Task Force-South: The Best Known, Least

Understood Interagency Success, (NDU Press, 2011) .

© 2026 Tokio Marine dR Co., Ltd. All rights reserved.


https://www.nids.mod.go.jp/about_us/topic/pdf/240301_1_03.pdf
https://www.nids.mod.go.jp/publication/security/pdf/2024/202403_09.pdf
https://www.nids.mod.go.jp/publication/security/pdf/2024/202403_09.pdf
https://www.nids.mod.go.jp/publication/security/pdf/2024/202403_09.pdf
https://www.fbi.gov/investigate/cyber/national-cyber-investigative-joint-task-force
https://bidenwhitehouse.archives.gov/wp-content/uploads/2023/03/National-Cybersecurity-Strategy-2023.pdf
https://www.war.gov/News/News-Stories/Article/Article/3138374/how-us-cyber-command-nsa-are-defending-midterm-elections-one-team-one-fight/
https://www.war.gov/News/News-Stories/Article/Article/3138374/how-us-cyber-command-nsa-are-defending-midterm-elections-one-team-one-fight/
https://www.gov.uk/government/publications/responsible-cyber-power-in-practice/responsible-cyber-power-in-practice-html
https://assets.publishing.service.gov.uk/media/61b9f526d3bf7f05522e302e/Force_Explainer_20211213_FINAL__1_.pdf
https://assets.publishing.service.gov.uk/media/61b9f526d3bf7f05522e302e/Force_Explainer_20211213_FINAL__1_.pdf
https://www.cyberdaily.au/government/10183-afp-commissioner-outlines-medibank-hacker-hunt-and-impact-of-sanctions
https://www.cyberdaily.au/government/10183-afp-commissioner-outlines-medibank-hacker-hunt-and-impact-of-sanctions
https://militairespectator.nl/sites/default/files/bestanden/uitgaven/inhoudsopgaven/militaire_spectator_9_2022_Anonymous_All_about_access.pdf
https://militairespectator.nl/sites/default/files/bestanden/uitgaven/inhoudsopgaven/militaire_spectator_9_2022_Anonymous_All_about_access.pdf
https://inss.ndu.edu/Portals/68/Documents/stratperspective/inss/Strategic-Perspectives-5.pdf
https://inss.ndu.edu/Portals/68/Documents/stratperspective/inss/Strategic-Perspectives-5.pdf

RI2DCHU. (B) FEEB(L/FEOERRE
(OPSEC) NEFBEHEIEOEF L. (A)
(CEELTIERM NIS (GEVHZEFEHRPEC TG
47 BRI DERIRRD . CORNRESIN
. B—0 NIS OEBZRILDOD. (A) & (B)
([CISUBME DB A EZ BB 20— EH5N B,
RIEOEHABAT ORI/ REEAEBE . COEER
FIBIRICAS. (A) (£, 20254 12 B 23 HIC
BsgREENM AN\ —F 1T B | RS UNC
[BEEEFTEHECNITAREREITRICLSH
EOHIEORODEARNR S | 2iEEFZDE. E
RO EE - BRBKOBR/\> TN ED.
YA\ -BRUBIEROUNEE - DATEZDRLRYIO KR
EE - BAEEEOHACHIIZE ORI 058 %
FELDD. BT CS FFIEEIEL TOEZRY AN
—EE -NEEZNT U RETHE -EE
EigmbpiEREN TV, (B) 6. BIEES
(ERNERBERTERSUICBBIBGE) ORIE
ZOER IERODTIRTOHAN-IEFRIBELD
B (KNKE) ORTEROES/FEECOER
DEZRDEE(L/FEDIODIERITER, 71
A-BENEEZDCIERBREBOEREER
sLOEDIEH (L. EINEDEEL TF (SALL,
&, SEROMKH/RBRRFETmmEBRDID
ANz, 85 1 (C Afghstns 2 Do B4
OEIETHD, B4 DEFEDIERTIHIIEHREZ
HEOEBZIBCERIZ A ENREER3,
56 2 (C\ FEs DRI HEBIERE L TF LOBMRME
THD., VIR BELICERIRGOER

YEsE 1l (9N —tFa)7 8% 1)

15 B-17 BORN, Re2R. NEFBERTIEE (W -R2RIEEY)

YAN-L2RELEBHITAN\-F5H (ACD)

FE® OPSEC NEFBL. MIIHBIORIS(CLD
RENGRASEOIBROESERZVNCRE I
TH3%. INBEFVTNERTROMIEZIBZ 2, 2
2O B S 1 Z@8UBAM ACD OE#K{bz
E X3 SEOMFTOERNLEFNLD.
(2025 £ 12 A 25 BH#AE)

AfalE BRB LT -7 - I SHNNEE I 2HE
ARITOSTINBAN-BRELBEENNT T A )U—Bh
fth (ACD) 10O ERO—EBTY,
https://www.tokio-dr.jp/thinktank/acd/
AEOABFETHEBEADREETHD. WHMRDEA-
I —T-1EEZ2REKITZEOTELHDEE A

[EEEF

STEMICH T ENETRCIDEEDB LD DEARNLTE | SN\ —F1UTHEEAL BERE (2025 F 12 A 23

H) ; NCO [ZI1ZvhoiE] (2025 108 1H) .
20 BT 1 ([YAN\—tF2)7 (8% 1)

14 BRSUCHIEE 2 (M9 3HLEENB{EERUEEM@EICOVT]) 13-14 B,

2 Z3UISERASEME. HIX(ER%ESIB, RSA Conference, “Integrating Cyber Operations: CISA & CyberCom-CNMF

Partnership,” YouTube, June 7, 2023.; #F =& RREYAN-E0N/\> 47— RYE# (Hunt Forward Operations) J

(2018 £~2025 )

T =4 FEE - EBEORENSIEZD 7 FEIOFEEOHIT] TNIDS Research & Analysis] No.5 (B51&#H

K/ 2025 12 A) 22-26 B,

2 TS8R, “Can Lawyers Lose Wars by Stifling Cyber Capabilities?,” Binding Hook, July 23, 2024.

¥ RRELTF-7-Ib ke

TOKIOMARINE

© 2026 Tokio Marine dR Co., Ltd. All rights reserved.


https://www.cyber.go.jp/pdf/policy/kihon-s/cs_strategy2025.pdf
https://www.cao.go.jp/cybersecurity/pdf/kihonhoushin.pdf
https://www.cao.go.jp/cybersecurity/pdf/kihonhoushin.pdf
https://www.cyber.go.jp/policy/group/index.html
https://www.cyber.go.jp/pdf/policy/kihon-s/cs_strategy2025.pdf
https://www.cas.go.jp/jp/seisaku/cyber_anzen_hosyo_torikumi/pdf/setsumei.pdf
https://www.youtube.com/watch?v=culGGRtQFME
https://www.youtube.com/watch?v=culGGRtQFME
https://www.nids.mod.go.jp/publication/research_analysis/pdf/ra5.pdf
https://www.nids.mod.go.jp/publication/research_analysis/pdf/ra5.pdf
https://bindinghook.com/can-lawyers-lose-wars-by-stifling-cyber-capabilities/
https://www.tokio-dr.jp/thinktank/acd/

